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Exprivia in numbers, and above numbers

- Headquarter Exprivia SpA, Via Adriano Olivetti n.11, 70056 Molfetta (BA). Dott. Domenico Favuzzi, Chairman and Chief Executive Officer
- **167,8 Milions** Euro revenue in 2020
  - since 2000 in the Italian exchange marketplace
- **2400** employers
  - 300 in R&D
- Clients and Branch Offices in Italy, Mexico, Brasil, Portugal, France, Spain, Germany, Bulgaria and China
Building Blocks

- Innovation
- Information Sharing
- Competence
- Training and Awareness
- Industry Knowledge
- Services
Innovation

Research Projects (ECHO)
Collaboration with ECSO, DTA, lioxt Universities

Focus on innovation
Threats associated to new technologies
(Blockchain, AI, 5G, Quantum, IoT)

Use Cases
Cloud Migration (Microsegmentation)
Application Security
DASD e SAST
Anomaly Detection
Richiedi gratuitamente il Report Exprivia che raccoglie i dati rilevati in ambito CyberSecurity collezionati dal suo Osservatorio su attacchi, incidenti e violazioni privacy in Italia.
Industry Knowledge

Cybersecurity e Industry: come mitigare i rischi

La Cybersecurity ai tempi del Coronavirus

Retail 4.0: when sales are online, IT security becomes a priority

Innovazioni e sfide per la nuova Industry 4.0 del Food & Beverage
### Awareness Program

- **SPEGEA**

### Training and Education

- Catalog of course
- Basic
- Advanced
- Gamification
- CyberRange
- Capture the Flag

### Certifications

- Open Badges 2.0

### Flexible Delivery Model

- In class / Webex
- One to one, one to many
- Udemy
Catalog of Services

- Application Security (SAST/DASD)
- Identity and Privileged Management and Governance
- Access Management
- Segmentation and Microsegmentation
- Data Security, Data Discovery, Obfuscation and Masking
- EDR
- Endpoint Management

- Capability to recommend the right security control based on industry, threat intelligence, standard/regulation
- VAPT and Risk Assessment
- Threat Exposure Calculation

- Log and Event Management
- Incident Detection
- Security Information Event Management

- Incident Analysis
- Incident containment
- Forensic Analysis
- IoC Analysis

- Flexible delivery model, On premise or from SOC
- System Admin, security control administration or project implementation
- 30+ partnerships

- Powered by Exprivia Threat Intelligence and Malware Analysis Lab
- CSIRT
Strategic partnerships

- 40+ active partnerships
- We believe in our partners
- For each partner we have tested the technology
- We have the right level of specialists certified
Use Case

- OT Security
  - Global Response Team
  - What if analysis
  - Increased visibility
  - Visibility on videosurveillance traffic
  - MIRAI (Bot)
  - Lateral movements
  - Certification IoT devices - IoXT

- Micro-segmentation
  - Zero-trust
  - Migration to cloud
  - IoT network
  - ROI

- SOAR
  - Security Analysts
  - Security Administrators
  - Platform Migration
  - EDR/XDR/SIEM
  - Patch Management
  - Certification Management

- IoT
  - Platform Assessment
  - CyberArk Platform Administration

- IAM & PAM
  - Client side security
  - PSD/2

- VAPT
  - Application Security
    - Devops
    - Devsecops
  - Internal Vulnerability Assessment
  - External Vulnerability Assessment
  - Vendor Rating

- GDPR
  - Data Masking/obfuscation
  - Legal consultancies
  - Data lost Prevention
<table>
<thead>
<tr>
<th>Certifications</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Lead Auditor ISO 27001</strong></td>
</tr>
<tr>
<td><strong>CCENT 100-101 (Cisco Certified Entry Networking Technician)</strong></td>
</tr>
<tr>
<td><strong>CyberArk Alero</strong></td>
</tr>
<tr>
<td><strong>CyberArk CPE Access Idaptive</strong></td>
</tr>
<tr>
<td><strong>CyberArk CPE for Cloud Entitlements Manager (CEM)</strong></td>
</tr>
<tr>
<td><strong>CyberArk CPE for DevSecOps (Secrets Management)</strong></td>
</tr>
<tr>
<td><strong>CyberArk CPE for Endpoint Privilege Manager (EPM)</strong></td>
</tr>
<tr>
<td><strong>CyberArk CPE for Privilege Access Management (PAM)</strong></td>
</tr>
<tr>
<td><strong>CyberArk CSP for DevSecOps (Secrets Management)</strong></td>
</tr>
<tr>
<td><strong>CyberArk CSP for Endpoint Privilege Manager (EPM)</strong></td>
</tr>
<tr>
<td><strong>CyberArk CSP for Privilege Access Management (PAM)</strong></td>
</tr>
<tr>
<td><strong>CyberArk Deployment Engineer CDE</strong></td>
</tr>
<tr>
<td><strong>CyberArk EPM</strong></td>
</tr>
<tr>
<td><strong>CyberArk EPM Deployment</strong></td>
</tr>
<tr>
<td><strong>CyberArk level 1: TRUSTEE</strong></td>
</tr>
<tr>
<td><strong>CyberArk level 2: DEFENDER</strong></td>
</tr>
<tr>
<td><strong>CyberArk level 3: SENTRY</strong></td>
</tr>
</tbody>
</table>
Thanks

Follow @domenicoraguseo
Follow @Exprivia_CY